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Abstract of the contribution: This contribution provides the architecture alternatives for P4C-TI (BB2) based on the 3GPP TS 23.402 S2a PMIP architecture for trusted non-3GPP access.
Discussion

The alternative architecture in this contribution is based on the S2a architecture for trusted non 3GPP access and the trusted WLAN architecture as described in Section 16 of TS 23.402 with the addition of the Gxa interface and related requirements.
Proposal
Include the text (all new) in 23.839.
8.3.2
Alternative 2 – PMIP based S2a Solution
Editor´s Note: A proposal to send location information in case of PMIP based S2a scenario is FFS.
8.3.2.1
General principles

The architectural assumptions for this solution alternative are:

· The S2a  and Gxa interfaces terminate at the TWAG.

· The architecture is compatible with trusted WLAN Access Network as defined in TS 23.402, clause 16.

· For EPC-routed traffic the accounting is performed by PDN GW, (so no need to send charging rules to TWAG/IP edge).

· If the S2a and Gxa reference points are an inter-operator interfaces then same security consideration applies as for the STa interface.
· The Gxa is used to signal the QoS policy and event reporting. From this the BBF access may: 

· Determine the relevant BBF QoS policies that are to apply to the IP flows exchanged on this PDN connection

· Perform, where necessary, resource and admission control.

· Admission control is a function of the BBF defined network and is out of scope of 3GPP

· The BBF network shall be able to perform the appropriate mapping between the  QoS parameters received via Gxa interface and the QoS parameters used in Fixed Broadband access. 

· The details of the mapping from EPS Bearer QoS parameters on S2a to QoS parameters applicable in the BBF domain are out of scope of 3GPP.
Editor's note: 
When the BBF network cannot sustain the QoS requested over Gxa, whether a report or notification mechanism initiated from BBF network is needed for PMIP based S2a solution is FFS.
Editor’s notes: The above assumptions needs to be verified with BBF, where applicable

8.3.2.2
Reference architecture
Editor's note:
This clause will describe the reference architecture for Non-roaming and for roaming scenario for alternative 2 for P4C Building Block II

The Interworking network architecture for the BB2 solution based on PMIP based S2a  is shown in the following figures.

This architecture addresses the scenario where the 3GPP EPC and the BBF access network are operated by different administrative entities. Furthermore the architecture supports the roaming scenario between two PLMN operators.
     NOTE:
The same solution can also be applied to the scenario of a single network operator deploying both the 3GPP EPC and the BBF access network


The architectures in the following figures show only entities and interfaces that are in scope of the work and/or are impacted by BB2. 

Admission control is a function of the BBF defined network and may involve BBF entities not shown in the architecture figures below, e.g. BPCF.

The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.
NOTE: 
The S2a and Gxa reference points terminate at the TWAG. Therefore, both TWAN and IP Edge integrated and TWAN and IP Edge standalone cases are supported and are represented by the following architectures. 

Editor’s note: The TWAG and IP Edge standalone case needs further clarification depending on ongoing BBF work.
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Figure 8.3.2.2-1: Non-Roaming Architecture
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Figure 8.3.2.2-2: Roaming Architecture - Home Routed
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Figure 8.3.2.2-3: Roaming Architecture - Local Break Out
8.3.2.3
Reference points

Editor's note:
This clause will describe the reference points of architecture for roaming for alternative X for P4C Building Block II
Gx: As defined in TS 23.203 with addition of carrying the BBSID and SSID IEs to the PDN GW PCEF

S2a:  As defined in TS 23.402

Gxa: As defined in TS 23.203 with addition of carrying the BBSID and SSID IEs to the PCRF
8.3.2.4
Policy and QoS

Editor's note:
This clause will identify the requirements and assumptions for Policy and QoS for alternative solution  2 in Building Block 2.

8.3.2.4.1 General assumptions

This solution is based on the PMIP based  S2a  model described in TS 23.402, clause 16.1.6.  The procedures are based on  the corresponding procedures in TS 23.402, section  6 – trusted non-3GPP access.
In case TWAG and IP Edge are not co-located, it is assumed that the connection between the TWAG and the IP Edge supports the QoS requirements received over Gxa.  How this is done is out of scope to 3GPP.

8.3.2.4.2
Location information provided over Gxa to PCRF
In order to ensure proper Policy control and charging data collection at the PGW (for user charging/statistics purpose), when EPC services are accessed over a TWAN, following information needs to be transferred from the TWAG over Gxa  to the PGW via the PCRF   
· The SSID used by the UE: an operator may allocate a SSID to a collection of AP supporting the access to its EPC services and wish to apply a specific tariff or QoS to an EPC session when this session is supported over such SSID.
· BSSID (MAC address of the AP) as an indication of the actual AP having been used:  this information may be collected to apply a specific tariff or the QoS depending on the actual AP or for statistical purposes.  It corresponds to the common situation where an operator may re-use the same SSID in different hotspots.
The solution shall allow the PGW to receive from the TWAN and then forward to the PCRF/OCS/OFCS the following information: 

· the SSID used by the UE to reach the EPC 

-
the BSSID (MAC address of the AP).

In addition, the solution, based on agreement between the 3GPP and the BBF/FBB networks, may also allow the TWAN to send to the PGW, and the PDN GW to forward to the PCRF/OCS/OFCS, the following information:

-
More detailed geographical information such as geo-location of the AP being used.

Editor's Note:
Whether the TWAN can provide these information elements to the PGW is to be clarified by BBF.

Editor’s Note:
The geographical information for charging support is defined by SA5

8.3.2.4.3   Network Element Description

8.3.2.4.3.1   TWAG

Per 23.402, Figure 16.1.2.2-1: Trusted WLAN Access Network functional split, TWAG resides in the TWAN and terminates the S2a interface.

The TWAG in BBF TWAN shall support the following:

1. 3GPP TS 23.402 requirements:

Trusted WLAN Access Gateway (TWAG): This function terminates S2a. It also acts as the default router for the UE on its access link, and as a DHCP server for the UE. When the TWAN provides access to EPC for an UE, it forwards packets between the UE-TWAG point-to-point link and the S2a tunnel for that UE. The association in the TWAN between UE-TWAG point-to-point link and S2a tunnel is based on the UE MAC address”
2. Terminates the Gxa interface
3. TWAG selects the tunnel for the UE in order to guarantee point-to-point link between UE and TWAG the TWAG must select one specific tunnel for UE.  It could be achieved by binding UE’s MAC to tunnel identifier,
4. The traffic must be tunneled to the TWAG from the UE.. The tunnel technology must preserve the L2 frame information, and the following requirements apply. The TWAG binds the transport tunnel to the S2a tunnel in both directions based on UE’s MAC address.
5. TWAG shall forward traffic received from the transport tunnel onto the specific S2a tunnel for the UE selected on the basis of the UE’s MAC address.
6. TWAG shall forward traffic received from the S2a tunnel onto the transport tunnel encapsulated in an Ethernet frame with the destination MAC address set to that of the UE.
Editor's note:
The above requirements must be confirmed by BBF
8.3.2.6 Procedures
8.3.2.6.1 Attach
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Figure 8.3.2.6.1-1: Initial attachment in WLAN on PMIP S2a for roaming, LBO and non-roaming scenarios
This procedure is based on 23.4.02,clause , 16.2.2 with  the following key differences:

-
Steps 3 and 11: The Trusted non-3GPP access initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The Trusted non-3GPP access provides the information to the PCRF to correctly associate it with the IP CAN session to be established in step 6 and also to convey subscription related parameters to the PCRF, including the APN-AMBR (if forwarded by the trusted non-3GPP IP access) and Default Bearer QoS. Additionally if location information is sent, Proxy Binding Update shall include the BSSID and the SSID of the access point to which the UE is attached.
-
In step 4 and 12 the TWAN selects S2a protocol variant, PMIPv6. The TWAN sends a Proxy Binding Update message. The details of the Proxy Binding Update message are described in step 5 in clause 6.2.1.

-
Step 6 and 14 is the same as described in step 7 in 23.402, clause 6.2.1.

-
In step 7 and 15 the PDN GW sends a Proxy Binding Acknowledgement message. The details of the Proxy Binding Acknowledgement message are described in step 8 in 23.402, clause 6.2.1.

-
In step 8 and 16 the established tunnel between the TWAN and PDN GW is a PMIPv6 tunnel.

NOTE 1:
A UE might request to get some IP configuration parameters (e.g. DNS server) by means of DHCP. These parameters sent by TWAN (acting as a DHCP server) to the UE in a DHCP reply. These parameters are retrieved by the TWAN from the PDN GW within Proxy Binding Ack.

8.3.2.6.2   Detach and PDN disconnection in WLAN on PMIP S2a
8.3.2.6.2.1 
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on PMIP S2a
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Figure 8.3.2.6.2.1 -1: UE/TWAN Initiated Detach and UE/ TWAN requested PDN Disconnection on PMIP S2a

The procedure is similar to GTP based S2a call flows in 23.402, clause 16.3.1.1, with the following differences:

-
In step 2 the Trusted Non-3GPP Access Network initiates the Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS policy to traffic flows for this UE.

-
Step 3 is a Proxy Binding Update. The details of the Proxy Binding Update message are described in step 3 in 23.402,  clause 6.4.1.1.

-
Step 6 is a Proxy Binding Acknowledgement. The details of the Proxy Binding Acknowledgement message are described in step 6 in 23.402, clause 6.4.1.1.

8.3.2.6.2.2   HSS/AAA Initiated Detach Procedure in WLAN on PMIP S2a
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Figure 8.3.2.6.2.2  -1: HSS/AAA Initiated Detach on PMIP S2a

The procedure is similar to the call flow in clause 8.3.2.5.2.1.
NOTE:
The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the PMIP tunnels on S2a, since the TWAN is responsible for removing the PMIP tunnels on S2a. The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.

8.3.2.6.3   PDN GW initiated Resource Allocation Deactivation in WLAN on PMIP S2a

This procedure is the same as in section 16.4.2 of TS 23.402.
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